
Using Snyk with ADFS Single Sign-on (SSO)

The process of establishing trust between your identity provider and Snyk requires a

few separate steps. Read Introduction to Snyk Single Sign-On for more information.

Snyk details you need to set up in your identity provider

Entity ID urn:auth0:snyk

Callback

URL

https://snyk.auth0.com/login/callback

Signing

certificate

https://snyk.auth0.com/pem

(add as a signature and not encryption)

Azure information to provide to Snyk:

Obtain the following information from your identity provider and organization. You’ll

provide this information to Snyk in order to establish trust on the service-provider side.

ADFS URL or federation

Metadata XML file

https://docs.snyk.io/features/user-and-group-management/setting-up-sso-for-authentication

